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ABSTRACT

[t is a challenging problem to stream reaktime video over
heterogeneous networks with time-varying channe! conditions and
devices with different capabilities. In this paper, we present an FGS -
based unicast video streaming test bed, which is now being
considered by the MPEG-4/21 committee as a reference test bed.
The proposed system supports resource adaptation delivery of
MPEG-21 DIA scheme which leads to a more strict evaluation
methedology according to the MPEG committee specified common
test conditions for scalable video coding. It provides easy control of
media delivery with duplicable netwotk conditions. To provide the
best quality of service for each client, we propose relevant rate
control, error protection, and transmission approaches in the content
server, network interface, and clients, respectively.

1. INTRODUCTION

It is a challenging problem to stream realtime video over
heterogeneous networks for a wide range of consumer electronic
applications under universal multimedia access (UMA) [1]. These
media suffer from bandwidth fluctuation and several types of channel
degradations such as random errors, burst errors and packet losses
[2}. Thus, the MPEG4 committee has adopted various techniques to
address the issue of error resilient delivery of video information for
pomit-to-point multimedia communications. The MPEG-4 committee
further developed the MPEG-4 Streaming Video Profile (SVP) and
Fine Granularity Scalabiity (FGS) profile [3] that provide a scalable
approach specifically for steaming video applications.

In a heterogeneous network, the receiving devices may have limited
display, processing power, or may oniy be able to handle a particular
compression format. Br devices having FGS decoding feature, the
server can truncate the enhancement layer bitstream to fit the
varable channel bandwidth. For other devices that are only capable
of decoding MPEG-4 Advanced Simple Profile decoder require only
the base layer for display. Moreover, the consumers may have
different preferences. Thus, MPEG21 further develops Digital ltem
Adaptation [1] to interact with the streaming server about the
receiver’s capabilities and user characteristics, However, it becomes
more difficult to develop the minimum set of digital item description
schemes since there is no reference software hat supports DIA
scheme so far for functionality emulation and advanced analysis. In
this paper, we provide such a solution and platform for the MPEG-2)
committee to experiment with various user scenarios.

Some schemes (4]-[3] have been proposed to simultaneously stream
or multicast video over Internet or wireless channels to a wide
vartety of devices using MPEG-4 FGS. These schemes show
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promising results of scalable coding techniques. However, it is
difficult to evaluate the results without common test conditions. Thus,
the MPEG committee has drafted the testing procedures for
evidences on scalable coding and applications and requirements for
scalable coding [3] in July 2002.

Moreover, a practical network environment behaves differently for
each experiment, which makes it difficult to test the streaming
systems with results that can be studied and duplicated. In this paper,
we adopt a network simulator, namely NISTnet [6]. The NiSTnet
provides casy controls to create duplicable network conditions such
as packet loss ratio, Jitter, bandwidth vanation, and delay.

2. FGS-BASED STREAMING TEST BED
The goal 15 to support MEG21 DIA scheme with a more strict
evaluation methodology according to the specified common
conditions for scalable coding. Figure 1 shows the proposed test bed
system architecture, which covers four key modules including the
FGS-based Video Content Sever, Video Clients, Network Interface,
and Network Simulator.

2.1 FGS-Based Video Content Server

The content server covers seven sub-modules including FGS encoder,
viden database, stream buffer, streamer, packet buffer, IP protection,
and sending controller. The FGS encoder offline compresses each

video sequence into a two-layer bitstream with base and
enhancement layers. Both bitstreams are stored in the video
database and the requested bitstreams are moved to the strean
buffer. The streamer, which accepts commands from the sending

controller, segments each demanded bitstream nto video packets
according to MPEG- specification. The video packets are put into

the packet buffer as the RTP payload. The sending controller
mteracts with the receiving controller to create a media session for
video delivery and a separate RTSP session for accepting the
refransmission requests from the individual clients. When initalizing a
video delivery session, the streamer splits the VO and VOL headers
from both bitstreamns. [n addition, the timestarmp ( TP'), SSRC value,
and sequence number (* SN' ) of the first RTP packet are returned
from the RTP module in the Network Interface. All these
parameters are used to compose SDP (Session Description Protocoi)
[8}. The SDP message is embedded into the RTSP reply for the
DESCRIBE request and sent via the control channel to the receiver.

To provide the best quality of service (QoS8}), it” s a challenge to adapt
the source rate to the current network channel conditions [7]. The
network cenditions are defined as network profiles in this system. To
maintain QoS for each client under the consideration of packet loss
Tatio, retransmission frequency, and effective bandwidth, we adopt a
simple segmentation scheme and a rate control scheme in the
streamer. To avoid over- fragmentation of bitstreams, which causes
lots of RTP packets with very small payload and incrcases
transmission overhead and the probability of packet loss, we merge
small video packets with the preceding packet before storing them to
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o (a) $;\"§tem architecture

(b) Network connection setup

Figure 1. Architecture and network connection sctup of the proposed FGS-based video streaming test bed.

the packet buffer, Based on the bit rates of FGS bistreams and the

network profile, the rate control scheme calenlates the actual humber

of delivered packets per second with the following steps.

Step 1: Get the available bandwidth R(#) in bits per second (bps)
from the pre-specified network profile.

Step 2: Allocate available bits to each VOP with the underdying
weighting fimction g, (;) ———WW; —s
weights are w, , wp, and wy for I, P-. and B-VOPs,
respectively . The values wy =wp =1 and wp =0.6 are found
empirically.

Step 3: With the atlocated bits for each type of VOP, send the all of
the packets carrying the base Liyer bitstream.

Step 4: With: the remaining bandwidth available in a one-second
window, send the maximal number of packets covering the
enhancernent layer bitsiream. If the remaining bandwidth is
not sufficient for a full packet, the bitsiream will be truncated
before a FGS re-synchronization marker or bit-planc start
code. The bits actualy used are bounded by the allocated
budget.

A simple time scheduling approach is used to spread the packets,
Since the packet size is specified in the encoding processing, al video
packets in the encoded bitstream have almost identical sizes. We use
the time interval that is taken to recognize and retrieve every packet
data frorn the bitstrearn to put each packet into the channels. Thus,
we stream out the packets in evenly spaced time intervals to prevent
burst packel loss at the receivers,

2.2 Video Clients

As illustrated in Figure 1 (a), the client has seven sub-modules
including the TGS decoder, stream buifer, packet buffer, video
display, QoS Monitor, and receiving controller.

in building o video delivery session, the receiving controller parses
the SDP information field from RTSP channel. The SDP parser
places the TP, SSRC. and SN inte the RTP module of the chentside
Network Interface module, The V() and VOL header mformation is
copied into the packet buffer before the first packet data for
decoding.

Al the client side, we use the packet buffer and QoS monitor to
cheek the packet reception status and request packet retransmission
when any packet loss occurs. To prevent the retransimitted packets

, where the

from occupying a large percentage of the effective bandwidth, the
QoS monitor adopts a sitnple approach in managing the occurrence
of retransmission requests. When the streaming session between the
server and client is established, the client will fill the packet buffer
with 3 seconds of packets and then move the media data inwo the
stream buffer. The bufter fullness is monitored by the QoS monitor
with the following steps for emor protection of FGS base-laver
bitstream using retransmission.
Step 1: Packet loss detection:
Each packet has its own “sequence number”, so the consecutive
packets have consecutive sequence numbers. Hence, the QoS
monitor will check if the currently accessed sequence number in
packet buffer is identical to that of the required packetIf it is, wait
for one second and redo Step 1. Otherwise, go to Step 2.
Step 3: Refransmission:
if packet loss is detected in Step 1, the QoS monitor will inform
the controller thut packet loss happens. The controller will  sigal
server through RTSP channel as feedback Because we set a
lower bound for preventing the packe! buffer from underflow, the
decoding process will not be often interrupted with the empty
bulfer. If the round trip time of the re-transmitted packet is less
than the packet buffer delay, which equals to the number of
unprocessed packets, the caused damage is handled by the crash-
proof video decoder and the picture guality is improved with error
resilience and concealinent methods. Similarly, re-transmission
mechanism is 10 deal with packet loss situation under the
constraints of the effective transmission bandwidth,

To decode and display the bitstream corrupted by lost packets,
crash proof decoder with error resilience and comcealment is
implemented m our proposed systern. At the ephancement layer, we
utilized the error resilient tools to verify the robustness of decading
process [9]. At the base layer, the bitstream ervors are detected with
a prior know ledge of the Ditstream syntax and ifs semantics. For the
syntactic errors we will detect errors that are caused by invalid
codeword or stufling bits for the decoding frame or structure. In
particular, we will check the cases such as more than 64 coefficients
in a block; MB number exceeds the VOP’s MB number, or
codeword not in the VLC table [10].

2.3 Network Interface

To link the server, cHent and transmission channel, a standard
RTSP/RTP-based network interface is adopted. As shown in Figure
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2, the network interface adopts three categones of network protocols
covering the networklayer protocol, transport protocol, and session
control protocol. Similar protocol stack can be found in [7]. The
network-layer protocol using IP networks serves the basic network
support such as the network addressing. The transport protocols
including UDP, TCP, and reaktime transport protocol (RTP) [11] are
used to provide an end-to-end network transport for video streaming.
The session control protocol use the realtime streaming protocol
(RTSP) [12] that specifies the messages and procedures to control
the media delivery during an established session. Since there is no
standard RFCs or Intemet drafts that specify ways to map FGS
bitstream to RTP payload and to support MPEG-21 DIA via RTSP,
we create our own RTP payload mapping and RTSP content
messages for streaming.

For simpticity, basic RTSP methods and a non-standard RTSP
retransmission request are employed for session control. There are
four basic clientserver RTSP messages including DESCRIBE,
SETUP, PLAY, and TEARDOWN. For an instance in Figure 3,
the message DESCRIBE is used to describe the terminal capabilities
and user characteristics. Within the DESCRIBE message, a new
content type as application/mpeg2l_dia is declared to support
MPEG-21 DIA scheme. The MPEG-21 DIA descriptions are
transmitted through a RTSP packet when a client wants to subscribe
to a server. After successfully subscribing to the server, the client
uses the SETUP message to create the media delivery session with
specified terminal capabilities, transport protocols, and port numbers.
The PLAY starts to transport the media under the built session and
TEARDOWN ends the transport and the underlying session. Due to
the tradeoff between the best QoS and usage of the effective
network bandwidth, the retransmission is employed only for the base
layer bitstream. Whenever there are packet losses, the client can
send (nonstandard) RTSP GET_PARAMETER requests to the
server for retransmission of the missing packets from the base layer
bitstream

To support both the network protocol stack and MPEG-21 DIA
scheme, the proposed network interface has six sub-modules. The
network interface connecting the server and network includes RTP
Mux, UDP transmitter, RTSP Mux with DIA deseriptor, RTSP
DeMux with DIA parser, TCP transmitter, and TCP receiver. The
network interface connecting the client and network has the same
sub-modules except for RTP DeMux and UDP receiver.

The media data is packetized into RTP packets in the RTP Mux
module prior to the transport. The RTP packets are then transmitted
using UDP, and received and de-multiplexed by RTP DeMux into
the packet buffer at the clients for playback. The RTSP stream of
the control messages is transported via TCP. In addition, for the DIA
descriptions, an XML parser and an XML compositor are included
under RTSP DeMux and Mux modules, respectively.

2.4 Network Simulator

[n the test bed, an IP network emulator, NISTnet [6], is used to
provide repeatable network environments that are close to practical
wide-area heterogeneous network environments. NISTnet is a public
domain Linux-based 1P network emulator developed by the National
Institite of Standard Technology. It provides a simulated [P
environment with many controllable channel parameters such as
packet loss ratio, jitter, bandwidth vanation, and delay. A GUI
module that interacts with the NISTnet kemel module is developed

Application Contro} Layered Video data
,.__BISE K1t
TCFE UDP with retranymission UDP
- |
Physical layer

Figure 2. Network protocol stack

DESCRIBE risp://140.113.21 1. 1 84/foreman.m4v RTSP/1.0

CSeq: 0

User-Agent: NCTU FGS Player: 176x144, 16-bit cotor, FGS, 10
Accept: application/sdp '

RTSP/1.0 200 OK
CSeq: 0
Content-Type: application/sdp
Content-Length: 522
v=0
o=StreamServer
140.113.211.184
s=NCTU mpeg4 siream
e=server@nctu.edu.tw
o=IN P4 140.113.211,184
=00
a=control:*
a=rangemntp=0-
mr=video 0 RTP/AVP 96
a=rtpmap:96 MP4V-ES/90000
a=controf:frackID=0
a=fmtp:96 profile-level-id=17;
000001010000012002044007282c2090a211
m=video 0 RTP/AVP 97

10608739570467017277 1016147297000 IN  [P4

config=

a=ttpmap:97 MP4V-ES90000

a=control:trackID=1

a=fmtp:97 profile -level-id=18; config=
0000010100600012189285001ec 70584121 7ffb6db6b6dbodb6c924920F
a=depends_on:track1D=0
Figure 3. Illustration of the client-server RTSP DESCRIBE
message with SDP description

# A Simple Network Profile

# Time(sec) PLR(%) Bandwidth(bps) Mean Delay(ms) SDD
0 0 100000 0 0
20 o . 50000 0 0
500 0 200000 0 0

Figure 4. Illustration of the network profile used to control NISTnet.
PLR indicates the packet loss ratic and SDD means the standard
deviarion of the delay.

for this test bed project. The time-varying network conditions are
recorded in a network profile text file as illustrated in Figure 4. In
addition to controlling the NISTnet module to simulate the pre-
specified network profile, the GUi module also displays real time
channel usage plots and statistics of both the uplink and downlink
connections,

3. Experimenial Results

According to the requirements from the MPEG committee [3], the
test bed is set up as in Figure 1 (b). Based on this setup, scalable
and single layer bistreams can be transported simultaneously to the
clients via identical network environment, which is controlled with the
NISTnet, to achieve a fair companson of their performance and
error robustness.

11-366



To demonstrate the streaming performance of this test bed, we adopt
2 test sequences including foreman and news, which are in YCbCr
4:2:0 QCIF format. Each sequence has 300 frames and the source
frame rate is 30 frames per second (fps). For each sequence, the
first frame is encoded as I-VOP and remainders are encoded as P-
VOPs. The output frame rate is 10 fps. The base layer bitstream is
encoded at 32kbps. The network profiles cover three average
network bandwidths, 64kbps, 128kbps, and 256kbps. In addition, to
show the quality variation over time, Novelsequence in CIF and with
2000 frames is used. The sequence is encoded in 30fps inw a
structure of IBBP... The base lay is encoded at 512kbps. in the
network profile, the time-varying bandwidth in a range of [512kbps,
1024kbps] and three packet loss ratios, 0%, 5%, and 10% are
adopted for simulations. In all simulations, the TMS rate control
scheme is used to fit with the target bit rate.

Table 1 illustrates the PSNR of the Y components of both sequences
for streaming without retransmission and Figure 6 shows two
bandwidth curves of network conditions. It's interesting that the

PSNR of Foreman sequence is decreased as the average bit rate is
increased. The PSNR degradation may be caused by the following
two reasons. Firstly, since the increased bit rate may increase packet
loss rate when the channel bandwidth is insufficient. Secondly, the
retransmission is not enabled. In addition, Figure 5 gives the PSNR
of the Y component of Novel sequence under the specified network
conditions. The results show that the proposed test bed system can
provide better QoS for the client under large network bandwidth

varation.

4. Concluding Remarks

In this paper, we proposed an FGS-based unicast streaming system
with MPEG-21 DIA as a test bed of scalability over the Internet. In
the system architecture, there are four major modules covering the
Video Content Sever, Video Clients, Network Interface, and
Network Simulator. Even the functionalities of the proposed system
are limited for the moment, this test bed is a good starting point for a
complete environment for gathering evidences on scalable coding
performances and for exploiting applications and requirements for
scalable coding. To emulate the real transmission networks, statistics
of real networks will be added into the proposed test bed system in
the future.
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